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Abstract: This pCR proposes the attach procedure for NextGen network.

Introduction
Attach procedure used in the current SAE/LTE specification is not directly applicable for NextGen system because of the following features of NextGen networks:
· Security implications will vary due to introduction of network slice
· Multiple levels of Security handling function introduced in NextGen system like 
· Authentication Credential Repository and Processing Function (ARPF)
· Authentication Server Function (AUSF) 
· Security Anchor Function (SEAF)
· Security Context Management Function (SCMF)
This pCR proposes the attach procedure for NextGen systems in non-roaming scenario.
Proposal
[bookmark: _Toc463866518]**************BEGIN OF CHANGES************
5.1.4.zz	Solution #1.xx Attach Procedure for NextGen network 
[bookmark: _Toc463866519]5.1.4.zz.1	Introduction 
This solution is addressing the attach procedure for NextGen network.
[bookmark: _Toc463866520]5.1.4.zz.2	Solution details 
[bookmark: _Toc463866521]Figure 5.1.4.zz.2-1 shows the call flow for attach procedure of non-roaming scenario.  This solution makes following assumptions:
· Security context for the UE already exists.
· The ARPF has access to UE Security Capabilities and Subscription information pertaining to which access to the requested slice is granted.
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1. UE sends the Attach Request (GUTI, Network Capabilities, NSSAI, UE Security Capabilities, KSI) to the MM.
2. The MM forwards the Attach Request to the SEAF.
3. AKA procedure is performed if the keys aren’t found at the SEAF.
4. To perform the UE Security Capabilities and Subscription information check, the SEAF forwards this message to ARPF via AUSF.
5. SEAF receives the UE Security Capabilities and Subscription response from ARPF via AUSF. 
6. If the UE is found capable of accessing the service, the SEAF sends the Initial Context Setup Request/Attach Accept message to the NG (R)AN via the MM.
7. The NG (R)AN sends the RRC Reconfiguration (Attach Accept) message to the UE.
8. The UE responds with an RRC Connection Reconfiguration Complete message to the NG (R)AN.
9. The NG (R)AN sends the Initial Context Response message to the SEAF via the MM.
10. The UE sends the Attach Complete message to the SEAF.
5.1.4.zz.3	Evaluation 
FFS
***************END OF CHANGES*************
